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ABSTRACT 

Self-images are among the most prevalent forms of content shared 

on social media streams. Face-morphs are images digitally created 

by combining facial pictures of different individuals. In the case of 

self-morphs, a person’s own picture is combined with that of 

another individual. Prior research has shown that even when 

individuals do not recognize themselves in self-morphs, they tend 

to trust self-morphed faces more, and judge them more favorably. 

Thus, self-morphs may be used online as covert forms of targeted 

marketing – for instance, using consumers’ pictures from social 

media streams to create self-morphs, and inserting the resulting 

self-morphs in promotional campaigns targeted at those consumers. 

The usage of this type of personal data for highly targeted influence 

without individuals' awareness, and the type of opaque effect such 

artifacts may have on individuals' attitudes and behaviors, raise 

potential issues of consumer privacy and autonomy. However, no 

research to date has examined the feasibility of using self-morphs 

for such applications. Research on self-morphs has focused on 

artificial laboratory settings, raising questions regarding the 

practical, in-the-wild applicability of reported self-morph effects. 

In three experiments, we examine whether self-morphs could affect 

individuals' attitudes or even promote products/services, using a 

combination of experimental designs and dependent variables. 

Across the experiments, we test both designs and variables that had 

been used in previous research in this area and new ones that had 

not. Questioning prior research, however, we find no evidence that 

end-users react more positively to self-morphs than control-morphs 

composed of unfamiliar facial pictures in either attitudes or actual 

behaviors. 

1. INTRODUCTION 
Face composites, or face-morphs, consist of facial images merged 

together to produce a new, realistic-looking image of a person that 

contains some of the elements of the comprising facial images [11]. 

A substantial body of work has shown that individuals sometimes 

fail to consciously recognize themselves in face composites that 

contain their own picture [4], but tend to prefer such self-morphs, 

trusting them more and finding them more attractive [12,13] when 

compared to morphs that do not contain the individual’s own facial 

image. Facial images are commonly used in advertising (e.g., of 

models or celebrities), and if morphs are effective in influencing 

end-users’ attitudes and behavior, that could have far reaching 

implications for marketers [28] but also for consumer privacy. 

Consider a marketer who has access to a consumer’s Facebook 

profile. That marketer may use a picture of that consumer in an ad 

for a product. Such use of the consumer's picture may be deemed 

unethical (or even appalling), and would probably not promote the 

marketer’s goals. However, what if the marketer instead used the 

consumer’s picture to create a digital morph that combined that 

picture with an unknown face? The consumer might not 

consciously recognize this self-morph. The morph, however, could 

still evoke strong and positive emotional responses in the 

consumer, due to the familiar elements it contains. How would 

consumers react to this implicit, visceral mode of persuasion? 

Social media users make many types of personal information 

publicly available [2]. Firms use that information to learn more 

about potential customers and target advertisements accordingly 

[32], sometimes influencing end-users [20] without their explicit 

consent or awareness - a form of hidden “digital market 

manipulation” [7]. Leveraging individuals’ innate attraction to self-

morphs to promote products is an example of a targeted marketing 

strategy [10] that may influence end-users’ actions while operating 

outside their awareness, raising potential yet significant privacy 

concerns.  

Existing research has examined the impact of celebrity morphs on 

consumers’ behavior [28], but not the potential impact of self-

morphs as a covert and visceral forms of targeted marketing. 

Moreover, research on self-morphs has been limited to artificial 

laboratory settings, raising questions about the generalizability and 

applicability of the reported effects. We explore the uncharted 

territory of the impact of self-morphs on consumers’ behavior in 

settings that more closely model real-life conditions. Unlike prior 

studies (that relied on taking photos of subjects in a lab, thus raising 

awareness among subjects about the purposes of the experiments), 

we examine whether self-morphs could be created using 

individuals’ personal information from their social network 

profiles, and then used without subjects’ awareness. Furthermore, 

unlike prior studies (that focused on participants’ attitudes towards 

facial morphs, including trust) we examine to what extent self-

morphs can affect also behavioral intentions, including purchase 

intentions. Our work thus ties into the privacy literature in two 

ways. First, it highlights how, due to the vast self-dissemination of 

personal information, public yet personal data can be used in 

interactions with consumers by both services and independent third 

parties surreptitiously – that is, without the former’s awareness. 

Second, it highlights potential limits on individual autonomy [27] 

in decision making by examining the effectiveness of technologies 

that may covertly influence consumer decision making based on 

their own data – a form of “visceral targeting,” so to say. 
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In three online and lab experiments, we tested whether self-morphs 

impact consumers’ attitudes and online behavior. We relied on real 

world data (images posted on social networking sites by experiment 

participants) and used various dependent variables and a 

combination of techniques and study designs. Unlike prior 

research, we found no differences in how consumers judge, or react 

to, a self-morph vs. a control-morph composed of unfamiliar facial 

pictures in both realistic settings and in settings that follow previous 

lab experiments, as well as both when focusing on attitudinal 

variables and when focusing on behavioral intentions. Indeed, 

across the experiments, we ended up testing both 1) new designs 

and variables that had not been used in previous research in this 

area (as we initially focused on extending prior work) and 2) 

designs and variables that had already been reported (when we 

switched to replicating prior research). Our research endeavor did 

not begin as a replication attempt: building upon the apparent 

robustness of results in existing literature (see Section 1.2), at the 

onset we focused on capturing behavioral metrics (such as 

behavioral intentions in Study 1, and actual self-disclosures in 

Study 2, as opposed to the attitudinal variables more common in 

previous studies) to measure to what extents face-morphs derived 

from social media could affect actual online behaviors. As both 

initial pilots and main experiments failed to find such an effect, we 

traced back our efforts to attempt to replicate existing results in the 

literature, without finding significant results. Nevertheless, such 

null results are worthy to be reported through the scientific 

community for several reasons. First, null findings (when backed 

by appropriate methodologies) can be important and enlightening 

[17], especially in light of the recent evidence of non-replicability 

of major findings revealed in many scientific areas [23]. Second, 

the results suggest that, if self-morphs have any effect on people’s 

judgments and behavior in the lab, that effect may not robustly 

extend to other settings. 

1.2 Related Work 
Facial images are an exceptional type of perceptual stimuli. 

Evidence from neuroscience, in support of the ‘face-specificity’ 

hypothesis, suggests that the brain has specialized cognitive and 

neural mechanisms dedicated to face perception [19]. Further 

evidence suggests that the brain implicitly and automatically 

evaluates faces, thus enabling individuals to make social judgments 

about unfamiliar individuals from facial properties alone 

[11,14,31]. With the advent of computer graphics, face-morphing 

technology has made it possible to alter the familiarity of faces. 

Morphing a familiar face into an unfamiliar one creates a composite 

that has familiar features but may still be unrecognizable as a 

whole. Previous research has shown that participants fail to 

consciously recognize themselves in face composites created by 

morphing their own face with an unknown face [12,4]. This 

happens when the unknown face contributes a larger proportion of 

the composite (e.g., 60%) while the self-face contributes a smaller 

proportion (e.g., 40%). Despite this lack of conscious recognition, 

participants tend to prefer self-face composites. Other researchers 

have studied face composites created with a family member’s or a 

friend’s face [6,24]. 

As has been noted, a substantial amount of prior work has studied 

the effect of self-morphs on individuals’ attitudes. DeBruine found 

that participants tend to trust self-morphs more than non self-

morphs [12]. DeBruine also studied the attractiveness of self vs. 

non-self-morphs and found that participants find self-morphs more 

attractive [13]. Bailenson et al., created composites of participants 

with electoral candidates (with the participant’s face contributing 

the smaller proportion and the candidate’s face contributing the 

larger proportion) and found that participants report higher 

intentions to vote for self-like candidates than for non-self like 

candidates [4]. Tanner and Maeng morphed Tiger Woods’s face 

with a stock model’s face. They collected data on willingness to 

buy from this composite versus a control composite before and at 

the peak of the famous Tiger Woods scandal [28]. They found a 

significant decline in reported levels of willingness to buy from the 

Tiger-morph after the scandal. These results have been explained 

through a “familiarity based valence accessibility” account. This 

hypothesis assumes that implicit recognition of a familiar 

individual in a morphed face is sufficient to enable an underlying 

(and pre-existing) valence judgment of the familiar individual to be 

automatically perceived [28]. 

2. THE CURRENT RESEARCH 
Although various studies have examined the effects of face 

composites on various dependent variables, a number of unrequited 

issues require additional research. From a methodological 

perspective, most (if not all) of the previous studies have used 

pictures that were explicitly solicited from the participants – thus, 

participants may have been (perhaps subconsciously) aware of the 

research questions or objectives, making a demand effect possible. 

Furthermore, most previous research on self-morphs used artificial 

lab environments, as is customary and warranted for basic cognitive 

and perceptual psychological research. However, the use of such 

strict settings limits the generalizability of the research findings to 

actual real-world scenarios, reducing the potential implications of 

these findings for the HCI and privacy communities, as well as for 

every day users of online technologies.  

In our research, we focused on more realistic and privacy-sensitive 

settings: we used pictures taken from participants’ online social 

network profiles (specifically, from their Facebook profiles), 

without their explicit ex ante knowledge or awareness (while still 

ensuring proper experimental consent; all studies were conducted 

with IRB approval of our institution, and all studies secured inform 

consent of participants) in order to rule out the possibility that 

previous findings were, to some degree, confounded by expectation 

effects. Furthermore, this novel use of pictures from online social 

networks data also allows us to focus our examination to domains 

that are of interest to human-computer interactions. Namely, while 

previous research on self-morphs focuses on people’s judgments 

and attitudes such as trust (e.g.  [12,13]), in our studies we mostly 

focused on behaviors that directly pertain to online consumer 

behavior (such as purchasing intentions and self-disclosure 

behaviors) and highlight how consumers’ personal data may be not 

merely accessed, but also used, in manners that are hard for end-

users to predict or prevent.  

In their 2009 staff report, the Federal Trade Commission (FTC) 

defines the term ‘behavioral advertising’ as “the tracking of a 

consumer’s online activities over time – including the searches the 

consumer has conducted, the web pages visited, and the content 

viewed – in order to deliver advertising targeted to the individual 

consumer’s interests” [16]. The industry greatly favors the use of 

such targeted ads because, in comparison to non-targeted ads, 

targeted ads generate higher click-through rates [15] and higher 

sales [5]. While personalization of ads can benefit consumers by 

exposing them to relevant products, the extensive collection and 

use of personal information also raises consumers’ privacy risks 

and concerns. In fact, consumer surveys about perceptions of 

targeted advertising suggest that, by and large, people do not like 

being tracked and do not wish to receive targeted ads [29,21,25]. In 

this paper, we investigate the effect of individuals’ facial images, 
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in the form of self-morphs, on online consumer behaviors (such as 

purchasing intentions and self-disclosure behaviors).  

2.1 Overview of Studies 

The design of our studies builds upon prior research on self-

morphs. The set of studies covers an array of experimental setups, 

participants' pools, and dependent variables. Two studies (Studies 

1-2) were conducted online, using pictures obtained from the 

participants’ online social network (Facebook) profiles (thus, we 

used these pictures without explicit, ex ante participants’ 

awareness, in order to ensure that any observed effects could only 

be attributed to the implicit exposure to self-morphs); one 

replication study (Study 3), instead, was conducted in a lab, using 

photos captured in the lab at the onset of the experiment. For 

technical reasons (explained further below), Study 1 only included 

Caucasian males and Study 2 focused on Caucasian females. Study 

3 included participants from both genders. Study 1 focused on 

purchasing or hiring intentions (in addition to measures 

traditionally captured in morph studies, such as perceived 

trustworthiness); Study 2 focused on self-disclosure– a variable 

common in online privacy research, but novel in the context of 

morph studies; in Study 3, we only focused on replicating previous 

studies’ results using a trustworthiness dependent variable. Studies 

1 and 2 were conducted online; although more ecologically 

appropriate for testing online visceral marketing strategies, Studies 

1 and 2 relied on a two-step design (discussed at length below), and 

therefore required significant per-participant recruitment and 

retention efforts; in Study 3, we conducted a large-scale laboratory 

experiment with a larger sample and higher power.  

2.2 Morph Preparation 

All three studies (and the pilots we ran to test our experimental 

infrastructure) relied on a two-step design: in a first phase, 

participants’ facial images were collected (either from their 

publicly available Facebook profiles in Studies 1-2, or by taking a 

photo of them in the lab in Study 3). The second phase took place 

either several weeks after (Studies 1-2) or a few minutes after 

(Study 3) the first phase. Before phase 2, we created morphed 

images for the experimental and control conditions for each 

participant using Abrosoft’s FantaMorph (www.fantamorph.com, 

see examples in Figures 1 and 2). During the second phase, 

morphed images were shown to the subjects as part of the studies’ 

respective experimental designs. In the rest of this section, we 

describe the process through which we collected images for making 

the morphs. 

Participants in the online studies were invited on Amazon 

Mechanical Turk to take part in a survey about Facebook activity. 

The survey took less than 5 minutes and participants were paid 50 

cents for their participation. The survey included various questions 

about Facebook (such as how often and for what purposes 

participants use Facebook) to establish the study’s legitimacy. The 

last question in the survey was the question of interest to us: 

participants were told that we were interested in collecting data 

from their Facebook profile in order to validate whether they would 

be eligible for future studies, and for this reason we asked them to 

provide a link to their Facebook profile page. We assured 

participants that we would only collect publicly available data, and 

that this question was optional – participants were informed that 

they could skip the question and still receive full payment. This 

enabled us to get access to Facebook profiles of our MTurk 

participants and collect their publicly shared facial images. These 

images were then used to create morphs to be used in the second 

phase. The morph-creation process replicated the methodology 

used in prior research published in this area (specifically, [4]; see 

also Sections 2.3 and 5.1). Using this approach, we surveyed over 

10,000 participants from MTurk and about 50% of them gave us 

links to their Facebook profiles. About 20% of those had publicly 

shared facial images which could be used in morphs (images that 

are well illuminated, good resolution, and where the participant’s 

face is front-facing with neutral expression). These participants 

comprised our sampling population from which we recruited 

participants for the second phase of Studies 1 and 2, taking into 

account participants’ ethnicity and gender (which they reported in 

the first phase survey).  

Study 3 followed a similar two-step approach. However, Study 3’s 

participants were invited to a lab, where their photo was taken and 

used to make morphs that were immediately shown to them. As 

noted, we also conducted two online pilots to test and hone our 

technical and experimental two-step procedure.   

2.3 A Note on Replication 
Our research endeavor did not begin as a replication attempt. 

Initially we focused on capturing the impact of face-morphs on new 

dependent variables that had not been the focus of prior research 

(Studies 1 and 2 and their pilots). We attempted to replicate existing 

results on previously used dependent variables (in Study 3) only 

after failing to find effects for our behavioral dependent variables. 

That noted, across all three studies presented here, we did try to 

follow as closely as possible all the technical steps in designing 

face-morphs and in presenting them to participants. While exact 

replication of methods was made harder by the fact that not all 

previously published papers comprehensively disclosed their 

methods, and not all authors were responsive to our requests for 

their materials, we were able to follow most closely the method 

used in [4], whose authors were the most responsive to our 

questions regarding their experimental material. The authors of [4] 

were responsive to questions and shared with us details of their 

morphing software (Magic Morph). Furthermore, given the large 

sample size used in their study, their clear description of the 

methodology employed, and the magnitude of effects reported, [4] 

seemed like one of most rigorous approaches and methods to 

follow. Thus, our morphing strategy was based on [4], although we 

utilized a different morphing software, Fanta Morph (after [4] was 

published we found in rounds of tests that new software Fanta 

Morph produced more realistic morphs). We also followed [4] in 

criteria for picking suitable images (for instance, images where 

participants were not wearing glasses). 

3. STUDY 1 
The scenario and setting chosen for this study was searching and 

hiring a private instructor online. We aimed to explore whether 

instructors whose images would be made of self-morphs would be 

regarded more favorably, giving them an advantage in the hiring 

process. This scenario illustrates one of the many ways 

sophisticated online entities could exploit individual’s self-images 

that are publicly available on social network websites.  

3. 1 Method 
A review of the previous studies on the effects of face composites 

revealed that the effect sizes (Cohen’s d) ranged from 0.39 [28] to 

0.70 SDs [6]. Based on that, we estimated an effect size of about 

0.4 SD and aimed at a sample that would provide about 80% power 

to detect such an effect. We were able to recruit 118 Caucasian 

males (Mage = 28.3, SD = 7.5) through our pool of MTurk 

participants, which completed the study for $1.5 in an average 

duration of about five minutes. This sample had a power of about 
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71% to detect the estimated effect size with a two-sided test, or  

82% power for a one-sided test (i.e., to show that self-morphs are 

more attractive than control-morphs).  

After reading and agreeing to the consent form, participants were 

given a list of musical instruments (e.g., guitar, violin, piano, etc.) 

and were asked to choose one instrument they would most like to 

learn to play. Then, participants were asked to imagine they are 

looking to hire an instructor who can teach them how to play the 

instrument they have chosen. They were then shown two images of 

two private instructors that they, supposedly, found in their online 

searches. Instructors were called “A” and “B”, both were reported 

to have had 10 years of experience in playing this musical 

instrument and both reportedly charged $10 for a lesson. 

Participants were asked to indicate which instructor (A or B) they 

would personally choose to hire. One of the instructors’ images 

(randomly selected) was a self-morph, while the other was a morph 

of two unfamiliar persons.  One of these two unfamiliar persons 

was a randomly selected other participant’s face (used at 40% in 

the morph) and the other face was a second spokesperson, different 

from the spokesperson used in the self-morph (unfamiliar to 

participants; used at 60% in the morph). An example is given in 

Figure 1. We used two spokespersons because using the same 

spokesperson would result in two very similar looking morphs 

where the differences would entirely be because of the 40% face 

used in making the morph. This could prompt the participants to 

specifically look for subtle differences between the faces and 

perhaps interpret the goal of the study. We randomly varied 

whether the self-morph was created with one stock-model or the 

other and whether it appeared on the left or the right in a split-panel.  

For participants randomly assigned to the treatment (or “self”) 

condition, the morph was created by combining the participant’s 

face (obtained from publicly shared images on his Facebook 

profile) with the stock model’s face. The participants randomly 

assigned to the control (or “other”) condition viewed the same ads, 

but the face shown to them was a morph created by combining a 

randomly chosen other participant’s face from among the 

participants in the treatment condition with the same stock model’s 

face. This procedure ensured that the participants in the control 

condition viewed (in aggregate) the same images as the participants 

in the treatment (i.e., self-morph) condition, and that the only 

difference between the conditions was that for participants in the 

treatment condition the morphed image included their own face, 

whereas for participants in the control condition it did not. 

Allocation to treatment vs. control condition was done before 

participants started the study, using a computerized randomizer that 

assigned each invited participant to either be in the control or 

treatment condition.   

Afterwards, participants were asked to rate each instructor 

(separately) on how trustworthy, attractive and knowledgeable he 

seemed to them, how much they liked him, how similar they 

thought he was to themselves and how strongly they identified with 

him. They also indicated if they found anything strange or unusual, 

or familiar, in either of the instructors’ images, and if they said they 

did, then we asked them to elaborate further (six participants said 

they recognized themselves in the image and were thus dropped 

from the analysis). In the next section of the study, participants 

were presented with five facial images, two of them had instructor 

A and B, and were asked to identify who was instructor A, and who 

was B. This was a check question included to ensure that 

participants remembered which face was which, because the 

questions on whether participants found anything unusual or 

familiar with the morph were asked on a screen that did not show 

participants the morphs. Then, participants completed the 

Narcissistic Personality Inventory (NPI, [3]), which we included to 

examine whether the impact of a self-morph could be restricted to 

people who hold a higher, more self-loving, perception of 

themselves.  

 

 

Figure 1. Example stimuli used in Study 1. 

Lastly, participants completed the demographic questions and were 

fully debriefed. In this and in all the following studies, participants 

were explained that the study was connected to a Facebook survey 

they had previously completed, and that the researchers may have 

used publicly available pictures from their Facebook profile for the 

purposes of the current study. We explained that we did so only for 

research purposes and that all images collected for this study were 

kept secure and confidential. We also asked participants to refrain 

from sharing the details of this study with anyone else in any 

manner, until the study is completed. Participants’ responses to all 

questions in all studies (including responses to sensitive questions) 

were always kept separate from their personal or identifiable 

information. In all studies, participants were given contact details 

of the researchers and the IRB, and could also to leave comments, 

concerns or complaints in the survey form itself. Moreover, we 

provided participants with the option to withdraw their responses 

from the survey by clicking on a link to a withdrawal form. All 

participants were thanked and paid, regardless of their final 

consent. (The option to withdraw responses after being debriefed 

was provided in all studies, but only two participants chose to use 

it.) Our IRB approved the procedure of this and all studies reported 

in the paper. Experimental materials used in Study 1 (as well as 

Studies 2 and 3) can be found online at https://www.heinz.cmu.edu/ 

~acquisti/SOUPS2018/Study1-2-3.pdf.  

3.2 Results and Discussion 
Even though our pilot tests confirmed that the two stock-model 

images we used in creating the morphs were perceived to be equally 

attractive, in this study the morphs created with these images were 

not perceived to be equivalent. One was hired more often than the 
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other (60% vs. 40%; p = 0.029). Still, we examined the percent of 

participants who chose to hire the two different instructors (self vs. 

other) and found no difference in proportions: 49% chose to hire 

the self-morph whereas 51% for the other (p = 0.84). 

Whether people had taken lessons in the instrument before had a 

significant effect on their decision to hire their own self-morph. 

Thirty-one participants had taken lessons to learn the musical 

instrument before, and they were significantly more likely to hire 

the self-morph (67.74%, p = 0.048). However, this result does not 

hold after we account for multiple comparisons. Eighty participants 

had never taken lessons to learn the musical instrument before and 

there were no significant differences there (45%, p = 0.3173). One 

person reported to be currently taking classes to learn the musical 

instrument. Paired t-tests on participants’ ratings of self vs. other 

morph for trustworthiness, attractiveness, knowledgeable, liking, 

identifying with self and similarity to self were not statistically 

significant, as detailed in Table 1. Although the measures showed 

high internal reliability (Cronbach’s alpha = 0.827) overall mean 

judgments were also not statistically different between the 

conditions (see Table 1). There were also no significant differences 

between the percent of participants who found self and other 

morphs familiar (9% vs. 6.3%) or between the percent of 

participants who found self and other morphs unusual looking 

(24% vs. 25%), p > 0.9. We ran mixed model analyses of NPI on 

all DVs. None of the interactions was significant (p > 0.14 before 

correcting for multiple comparisons, p > 0.7 after). (Descriptive 

statistics are presented in Table 1.) 

To summarize, we did not find evidence for an effect of a self-

morph on individuals’ attitudes, intentions or judgments. Given the 

sampling constraints, the study was fairly powered, with more than 

50 participants in each cell yielding a power of about 70% to detect 

a 0.4 effect size in a two-sided test (or 82% for a one-sided test). 

Even though the task was novel to most of the participants, and 

preferences between the two options could (or should) have only 

depended on the physical appearance of the two prospective service 

providers, having one of them include subtle aspects of the 

participant’s own face did not seem to impact their decisions.  

4. STUDY 2 
In our next study, we decided to shift our focus to a different 

domain, and employ a different type of dependent measure – 

namely, self-disclosure. We opted for this choice for several 

reasons. First, in the current era of explosion of information on 

social networking websites and proliferation of personal 

information being harvested by online companies, users’ 

propensity to disclose personal information is an important privacy 

issue [1]. The second reason is that previous research has reportedly 

found an effect of self-morphs on level of trust [12] so a logical 

extension of this effect might be that individuals will be more 

willing to disclose personal information to someone they trust 

more. Lastly, we thought that perhaps self-disclosure could be a 

more indirect way of measuring reactions to a self-morph.  

In Study 2, we used a method for eliciting self-disclosure that relies 

on asking participants to respond to sensitive and personal 

questions, and that had been used successfully in previous self-

disclosure studies (e.g., [22]). Participants were asked to imagine 

they are talking to a therapist who asks them several questions 

about themselves. The therapist was either a self-morph created by 

using a stock model’s face and the participant’s face, or a morph of 

the same stock model and an unfamiliar person in a between-

participants design. We predicted that participants would be more 

likely to divulge personal, sensitive information when the 

therapist’s image was a self-morph. In this study, we used female 

participants only to expand our inquiry beyond males.  

4. 1 Method 
Based on the null results of Study 1, we adjusted our estimated 

effect size to d = 0.25 and aimed at obtaining a larger sample. We 

calculated that a sample of about 300 would yield a 70% power for 

a two-sided test, and about 82% for a one-sided test. We thus 

recruited 310 Caucasian female participants (Mage = 30.76, SD = 

8.7) from MTurk who completed the study for a payment of $1.5 

each. Participants were asked to imagine that they are looking for a 

therapist to discuss something going on in their life and they are 

referred to a specific therapist whose image is displayed. The image 

of the therapist was, for half of the participants, a self-morph of 

their own picture with a female stock model’s picture (see Figure 

2) and for the other half a morph of one of the other participants’ 

image with the same female model’s picture.  

 

Figure 2. Example stimuli used in Study 2. 

Participants were asked to imagine that during their meeting with 

the therapist the therapist asks them several questions about 

themselves. They could choose to answer these questions or 

indicate that they would prefer not to answer on a per question 

basis. The questions referred to engaging in unethical or socially 

undesirable behaviors that have been used in previous research 

about online self-disclosure [18]. Participants were asked to 

indicate, on a scale from 1 (never) to 5 (frequently) have they ever: 

Had sex with the current husband, wife, or partner of a friend?  

Masturbated at work or in a public restroom? Had a fantasy of 

doing something terrible (e.g., torturing) to someone? Fantasized 

about having violent non-consensual sex with someone? While an 

adult, had sexual desires for a minor? Neglected to tell a partner 

about a sexually transmitted disease from which you were 

suffering? Had sex with someone who was too drunk to know what 

they were doing? Stolen anything that did not belong to you? Tried 

to gain access to someone else's (e.g., a partner, friend, or 

colleague's) email account? Looked at pornographic material? 

Participants could also mark “prefer not to answer” for any of the 

questions.  

Next, participants rated the therapist on how attractive, trustworthy, 

and knowledgeable they thought she was, how much they liked her, 

how good they thought she was at her job, how similar to 

themselves they thought she was and how much they identified 

with her. Then, we asked participants to rate how intrusive they 

found the questions asked by the therapist and whether she looked 

familiar or unusual to them. Participants then completed the NPI 

scale [3], and entered their demographics. They also indicated 

whether they found anything strange or unusual, or familiar, in 

either of the images, and if they said they did, then we asked them 

to elaborate further. Participants were debriefed as in the previous 

study.  
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4.2 Results and Discussion 
We examined whether participants disclosed more to the self vs. 

the control-morph by examining participants Active Affirmative 

Responses (or AARs) that are the instances when participants 

indicated that they engage in the listed unethical or socially 

undesirable actions irrespective of the frequency with which they  

reported engaging in them [18]. In other words, AARs measure the 

amount of times participants indicated a response that was not 

“never” or “prefer not to say” to the listed unethical behaviors. 

Comparing AARs between conditions, we found no statistically 

significant differences between self vs. other conditions (M = 2.91 

vs. 3.08, SD = 1.63, 1.59, t (313) = 0.944, p = 0.346, Cohen’s d = 

0.11). Similarly, there were no statistically significant differences 

in perceived ratings (see Table 1; Cronbach’s alpha for the 

measures was 0.889). The NPI scale showed a high internal 

reliability (Cronbach’s alpha = 0.746). Thus, we averaged the items 

to compute an overall NPI score for each participant and then used 

that average measure to examine whether an effect of the conditions 

could be different for different levels of NPI. We found a 

significant effect of NPI on self-disclosure (AARs): the higher the 

NPI score the more participants disclosed (beta = 0.163, SE = 

0.642, p = 0.03). However, the effect of self vs. other morph was 

not statistically significant nor was the interaction between this 

effect and NPI, p > 0.37. (Descriptive statistics are presented in 

Table 1.) 

 

To summarize, it appears that in the domain of self-disclosure as 

well we could not find evidence for the self-morph effect, as a self-

morph did not seem to lead participants to disclose more personal 

information when compared to a non-self-morph. This study was 

highly powered. Thus, we feel more confident that this null finding 

does not represent a sampling problem.  

One remaining difference we could see between our studies and 

previously published ones was the fact that we obtained 

participants’ images from real-life services (their profiles on online 

social networks), whereas the previous researchers either took 

participants’ pictures at the beginning of the study [12,13] or asked 

participants to submit a high-resolution image of themselves [4]. 

Therefore, previous research had the advantage of high quality 

pictures that could ensure high quality morphs, thereby reducing a 

possible source of noise relative to our experimental design (but 

with the disadvantage of potentially adding demand effects). In our 

experiments, pictures were typically of lower resolution and poorer 

illumination than photos captured in a lab; furthermore, profile 

photos included several different poses and expressions, whereas 

 

Table 1. Comparisons between “self” and “other” condition on all measures in Studies 1-3. 

 

DV 

Mean (SD) t (p) Cohen's d 

Study 1 Study 2 Study 3 Study Study 

Other Self Other Self Other Self 1 2 3 1 2 3 

Trustworthy 
5.07 

(1) 

5.01 

(1.1) 

5.29 

(1.1) 

5.25 

(1.2) 

4.46 

(1.2) 

4.59 

(1.2) 

-0.47 

(0.64) 

0.3 

(0.76) 

1.202 

(0.23) 
-0.09 0.03 0.11 

Attractive 
5.44 

(1) 

5.35 

(1.1) 

5.27 

(1.2) 

5.28 

(1.1) 

4.16 

(1.3) 

4.22 

(1.4) 

-0.93 

(0.36) 

-0.1 

(0.92) 

0.457 

(0.65) 
-0.17 -0.01 0.04 

Knowledgeable 
4.32 

(1.3) 

4.55 

(1.2) 

4.81 

(1.2) 

4.69 

(1.1) 

4.40 

(1.0) 

4.46 

(1) 

1.74 

(0.09) 

0.89 

(0.37) 

0.65 

(0.52) 
0.32 0.10 0.06 

Like 
4.81 

(1) 

4.70 

(1) 

5.28 

(1.2) 

5.11 

(1.1) 

3.96 

(1.2) 

4.17 

(1.3) 

-1.12 

(0.27) 

1.31 

(0.19) 

1.972 

(0.05) 
-0.21 0.15 0.18 

Identify 
4.12 

(1.3) 

4.14 

(1.3) 

4.10 

(1.4) 

4.10 

(1.4) 

3.16 

(1.4) 

3.26 

(1.5) 

0.18 

(0.86) 

-0.05 

(0.96) 

0.804 

(0.42) 
0.03 -0.01 0.07 

Similar 
4.28 

(1.2) 

4.19 

(1.3) 

4.20 

(1.3) 

4.10 

(1.4) 

3.41 

(1.5) 

3.51 

(1.4) 

-0.65 

(0.52) 

0.61 

(0.54) 

0.835 

(0.41) 
-0.12 0.07 0.08 

Good  

(Study 2 only) 
  

5.22 

(1.2) 

5.04 

(1.3) 
   

1.29 

(0.20) 
  0.15  

Overall 

judgments 

4.66 

(0.8) 

4.67 

(0.8) 

4.88 

(0.9) 

4.80 

(0.9) 

3.92 

(1.0) 

4.03 

(1.0) 

-0.21 

(0.83) 

0.77 

(0.44) 

1.279 

(0.2) 
-0.04 0.09 0.12 
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photos taken in the lab were always taken frontally and with neutral 

expressions. 

5. STUDY 3 
Thus, for our third study, we decided to employ a design similar to 

the previous researchers’ by having participants come to a lab 

where their pictures would be taken and used to create self-morphs. 

This allowed us to ensure that our participants’ images were of high 

resolution and well illuminated, with consistent expressions and 

poses across images, thus maximizing the possibility of detecting 

the self-morph’s effect if such one truly exists. Also, we increased 

our sample size considerably, aiming to get at least 200 respondents 

in each condition, that would ensure a minimum of 80% power to 

detect a d = 0.25 effect size. We preceded this study with other pilot 

studies that pre-tested the stimuli and questions used in this 

research. Lastly, Study 3 only measured trustworthiness (a measure 

that had produced significant results in prior research [4]) without 

involving additional measures of hiring intentions, self-disclosure, 

or others. At this point, we predicted that a self-morph would not 

be judged as more trustworthy compared to a control condition’s 

morph. Participants were recruited either using an online 

participants pool at our university, which included both students 

and non-students, and also using a mobile “Data Truck” that was 

parked at several common intersections during rush hours of a large 

U.S. city. Participants were invited for a “study about images” that 

took approximately 15-20 minutes and were paid $10 for their 

participation. The sample included 495 Caucasian participants, 250 

of them males, with an average age of 30.92 years (SD = 14.57). 

Study 3 took place in a lab. As participants arrived to the lab, the 

experimenter explained that this was a study about images and in 

order to take part in the study we need to take their picture, which 

may be used in future studies for future participants. One 

experimenter took a picture of the participant and uploaded it to a 

shared folder, while another experimenter sat in an adjacent room 

and prepared the morph by accessing the shared file, so participants 

could not see that their picture was actually being used at that time.  

Participants were then seated at a computer and asked to complete 

an “Image task.” In this task they were shown three images and 

asked to describe, in an open-ended manner, their thoughts and 

feelings about what they saw in the images. The three images were 

a scenery picture, a picture of several team members working 

together and a stock photo of a person. Next, participants completed 

a “Video task” that involved viewing a short video and answering 

some questions about it. The purpose of these tasks was both to give 

the experimenter time to create and insert the morph into the survey 

and to convince participants that the study was about image 

perceptions.   

The third task was also called an “Image task” in which participants 

were asked to look at the picture of a person. This image was either 

a self-morph, created by morphing the participant’s own picture 

with a stock model’s face or the morph of another participant with 

the same stock model’s face (at a 40:60 percent ratio, as in [4]). The 

randomized assignment was done in the following way: the first 

participant in a session was assigned to the “self” condition, and the 

next participant received the same morph as the first participant did 

(putting the second participant in the control or “other” condition), 

and so on for the following participants.  

After viewing the person’s image, participants were asked to rate 

how trustworthy they thought that person was from 1 (not at all) to 

7 (very much). On the next page, participants rated how attractive 

and knowledgeable they thought the person was, how much they 

liked him/her, how similar they thought he/she was to them, and 

how strongly they identified with the person. Then, participants 

completed the Rosenberg’s Self-Esteem Scale [26] followed by 

five questions about their own appearances by indicating how much 

they agree (from 1 – strongly disagree to 5 – strongly agree) with 

each of the following statements: I think I am more attractive than 

the average person of my age; All in all, I like the way I look; I 

typically dislike my own pictures; I am very critical about my own 

looks; I like being photographed; I do not like some of my facial 

features. Then, participants were asked if they found anything 

unusual or odd about the person whose image they just saw or if 

they thought this person looked familiar. Then they provided their 

demographics and were debriefed as in previous studies.  

5.1 Replication Notes 
As noted earlier, Study 3 was the closest to a replication attempt of 

[4]. We deviated from [4] in the following ways and for the 

following reasons: a) participants’ pictures were shot on site (and 

not delivered ahead of time) to ensure high quality and standards; 

b) we only used a between-subjects design, as our pilot study 

showed no advantage to a within-subject design; c) we focused on 

a simple trustworthiness dependent variable, as we had already 

captured other variables in previous studies (and pilots), whereas 

for this final study we aimed at testing a straightforward and 

broadly applicable metrics of face-morph’s impact (trustworthiness 

is one of original and most common metrics in self-morphs studies: 

see, e.g., [12] and [28]).  

5.2 Results and Discussion        
As detailed in Table 1, no statistically significant differences were 

found between the conditions on the ratings (p > 0.05, except for 

liking, p = 0.049) or the overall judgment score (Cronbach’s alpha 

= 0.85).  

We then examined whether self-esteem, or liking of personal 

appearances, could help detect an effect of the self-morph. The 

RSES showed high reliability (0.882), and so did the questions of 

“self-looks” (0.734). Thus, we averaged the questions to form two 

composite scores: self-esteem and self-looks. We then conducted a 

regression analysis on the overall judgments score with condition, 

self-esteem, self-looks, the interactions of condition with self-

esteem and self-looks, as well as gender and age as independent 

variables.  We found that self-looks significantly predicted overall 

judgments, beta = .73, SE = .35, .07, t = 2.09, p = .037. However, 

the condition variable (self vs. other morph) was not statistically 

significant, nor were any of the interactions, p > .12. Even when we 

excluded participants who reported seeing something unusual or 

familiar in the morphed picture, there was no significant effect of 

condition or the interaction of condition with self-looks and self-

esteem on overall judgments, p >.25. In all our analyses, we could 

not find any support for a significant effect of the self-morph on 

people’s judgments.  

6. DISCUSSION 
Previous lab research has suggested that people evaluate self-

morphs differently than they evaluate face-morphs of unfamiliar 

people, and that self-morphs are judged as more trustworthy and 

attractive [12,13]. In the real world, self-morphs may be created 

using, for example, people’s photos on social networks, and then 

employed to covertly influence consumers and individuals in a 

form of highly personalized “visceral” targeting - thus raising 

potential yet significant privacy concerns. Whether they might still 

exert influence on people’s attitudes, however, was an important 

and open question that warranted direct research. In this paper, we 

examined the potential effect of self-morphs on people’s online 
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behavior, only to realize that we could not find evidence of an 

effect: if such an effect does exist, it could not be captured in our 

studies under a variety of different settings. In the online studies 

that tried to find the basic self-morph effect using participants’ 

images shared on a social networking site, as well as a highly 

powered third lab study, we could not replicate the effects of self-

morphs that were reported in the past: we found no evidence that 

self-morphs impact judgments or choices regarding the purchase of 

products or services.  

As is the case with any null result, there may be various reasons 

why we did not discover an effect of self-morphs in our studies that 

do not necessarily disprove the existence of an effect. Although 

most of our samples (especially Study 3) were relatively large, a 

bigger sample could have provided the ability to test whether the 

effect might still occur under some specific moderating conditions 

that could have explained the discrepancy between our results to 

previous studies. Our results may have also been due to other 

factors that pertain to the design and procedure of the studies. For 

example, while Study 2 focused on actual disclosure behavior, 

Studies 1 and 3 used hypothetical measures of attitudes, judgments, 

and behavioral intentions. It is possible that self-morphs may not 

affect attitudes and intentions, but could still influence people’s 

behavior in an implicit and covert manner. Indeed, past research 

has shown self-morphs to affect outcomes of trust games, for one 

[13]. However, we still expected self-morphs to show the effect, if 

it does exist. Furthermore, the fact that we could not even replicate 

the effect on the same measure – trustworthiness – that was used in 

prior studies (e.g., [12]), should be regarded as problematic as well. 

Restricting (due to technical limitation of the morphing process) 

Study 1 to males and Study 2 to females might have also played a 

role, although usually making the sample more homogenous should 

increase, rather than decrease, statistical power (and Study 3 used 

both genders). An additional possible concern is that survey-based 

scales may have low fidelity in measurement, making it harder to 

detect small effects. However, the vast majority of morph studies, 

to our knowledge, also used survey answers as their main 

dependent variables. Across our experiments, while Study 3 ended 

up using survey scales similar to those employed in previous morph 

research, Study 1 actually leveraged scales from a different stream 

of literature (privacy and self-disclosure research) and Study 1 used 

a behavioral intention dependent variable. Finally, the morphing 

procedure may also play a significant role in their likelihood of 

affecting consumers. Images in Study 1 and Study 2 came from 

social media profiles; thus, the quality of resulting morphed images 

may have been different from morphs based on photos taken under 

controlled conditions in a lab. However, and importantly, quality of 

images was not different between conditions; furthermore, lower 

photo quality may not necessarily mean lower effect size, and Study 

3 did use lab photos (as in comparable prior studies). As noted, we 

closely followed the methods used by [4]. We also contacted that 

research team and verified that we are indeed following the same 

procedure. In fact, we followed previous studies to extent made 

possible by published information and details shared with us both 

in terms of experimental design and morphing technique, and 

deviated from those in narrow details for hard-thought reasons.  

While no single study was an exact replication (Study 3, for 

instance, focused on a simple trustworthiness metrics rather than on 

voting intentions), if the effects of self-morphs disappear even with 

relatively minor design changes, this does suggest that the effects 

of self-morphs on individuals’ behavior may not be robust. One of 

our contributions therefore is that influence of face-morphs may be 

restricted to stringent lab conditions: while we cannot refute 

whether it has internal validity, we show it may not have significant 

ecological validity.  

Future research may endeavor to chase the effect of self-morphs on 

individuals’ perceptions and behavior - it is of course possible that, 

in the future, other and perhaps more sophisticated and advanced 

morphing procedures may overcome the limitations of our studies 

and discover that self-morphs can be effective at influencing 

individuals’ judgment and behavior. More broadly, it is also 

possible that, outside the realm of face-morphs, other types of 

personal information (such as an individual’s preferences for 

certain colors or sounds) may be used in covert manners to target 

and personalize messages, invitations, or suggestions. If such a 

visceral effect does exist, and if online firms were able to take 

advantage of these technologies to collect consumer information 

and use it to subtly and nearly undetectably target messages to 

influence people’s behavior, it would raise important theoretical, 

practical, and legal issues. Policy makers would then have to 

consider whether current online safeguards meant to protect 

individuals’ privacy and autonomy need to be re-evaluated in order 

to prevent covert third parties from exerting undue influence in 

such forms. Firms, on the other hand, may have to consider whether 

or not to engage in such strategies, given their ethical and legal 

implications. A broader implication arising from this manuscript, 

therefore, is to highlight how, due to the vast self-dissemination of 

personal information, public yet personal data might be used in 

interactions with individuals by both services and independent third 

parties surreptitiously and covertly – that is, without the 

individuals’ awareness of the data being used, and of the effect it 

may have on their decision making. 
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